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1
Decision/action requested

This contribution proposes conclusion to the key issue #2.1 based on solution #3.1, to be captured in TR 33.824
2
Rationale
This contribution proposes conclusion to the key issue #2.1 based on Solution #3.1: Shared secret for F1 security context establishment for IAB-donor gNB-DU functionality.   

Request SA3 to capture the proposed conclusion in the TR 33.824 for further consideration. 
3
Detailed pCR proposal
*********************Start of Changes***************************
7
Conclusions

Editor’s Note: This clause contains the agreed conclusions that will form the basis for any normative work.

7.2
Conclusions on authentication framework for IAB Node
In order to establish IPsec ESP, authentication methods for IKEv2 shall be supported either using certificates or pre-shared key (PSK). 
The PSK may be configured dynamically or statically. 
In case of dynamic PSK, Solution #3.1 is used. 

Solution #3.1to be captured as an informative annex in the TS 33.501 [5]. 
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